## **Лабораторная работа №7. Алгоритмы хеширования паролей**

**Цель работы:** Получить практические навыки по созданию алгоритмов хеширования паролей.

**Теоретические сведения**

**Хеширование паролей**

От методов, повышающих криптостойкость системы в целом, перейдем к блоку хеширования паролей – методу, позволяющему пользователям запоминать не 128 байт, то есть 256 шестнадцатиричных цифр ключа, а некоторое осмысленное выражение, слово или последовательность символов, называющуюся паролем. Действительно, при разработке любого криптоалгоритма следует учитывать, что в половине случаев конечным пользователем системы является человек, а не автоматическая система. Это ставит вопрос о том, удобно, и вообще реально ли человеку запомнить 128-битный ключ (32 шестнадцатиричные цифры). На самом деле предел запоминаемости лежит на границе 8-12 подобных символов, а, следовательно, если мы будем заставлять пользователя оперировать именно ключом, тем самым мы практически вынудим его к записи ключа на каком-либо листке бумаги или электронном носителе, например, в текстовом файле. Это, естественно, резко снижает защищенность системы.

Для решения этой проблемы были разработаны методы, преобразующие произносимую, осмысленную строку произвольной длины – пароль, в указанный ключ заранее заданной длины. В подавляющем большинстве случаев для этой операции используются так называемые хеш-функции (от англ. hashing – мелкая нарезка и перемешивание). Хеш-функцией называется такое математическое или алгоритмическое преобразование заданного блока данных, которое обладает следующими свойствами:

1. хеш-функция имеет бесконечную область определения,
2. хеш-функция имеет конечную область значений,
3. она необратима,
4. изменение входного потока информации на один бит меняет около половины всех бит выходного потока, то есть результата хеш-функции.

Эти свойства позволяют подавать на вход хеш-функции пароли, то есть текстовые строки произвольной длины на любом национальном языке и, ограничив область значений функции диапазоном 0..2N-1, где N – длина ключа в битах, получать на выходе достаточно равномерно распределенные по области значения блоки информации – ключи.

Нетрудно заметить, что требования, подобные 3 и 4 пунктам требований к хеш-функции, выполняют блочные шифры. Это указывает на один из возможных путей реализации стойких хеш-функций – проведение блочных криптопреобразований над материалом строки-пароля. Этот метод и используется в различных вариациях практически во всех современных криптосистемах. Материал строки-пароля многократно последовательно используется в качестве ключа для шифрования некоторого заранее известного блока данных – на выходе получается зашифрованный блок информации, однозначно зависящий только от пароля и при этом имеющий достаточно хорошие статистические характеристики. Такой блок или несколько таких блоков и используются в качестве ключа для дальнейших криптопреобразований.

Характер применения блочного шифра для хеширования определяется отношением размера блока используемого криптоалгоритма и разрядности требуемого хеш-результата.

Если указанные выше величины совпадают, то используется схема одноцепочечного блочного шифрования. Первоначальное значение хеш-результата H0 устанавливается равным 0, вся строка-пароль разбивается на блоки байт, равные по длине ключу используемого для хеширования блочного шифра, затем производятся преобразования по реккурентной формуле:

Hj=Hj-1 XOR EnCrypt(Hj-1,PSWj),

где EnCrypt(X,Key) – используемый блочный шифр.

Последнее значение Hk используется в качестве искомого результата.

![235-1000](data:image/png;base64,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)

В том случае, когда длина ключа ровно в два раза превосходит длину блока, а подобная зависимость довольно часто встречается в блочных шифрах, используется схема, напоминающая сеть Фейштеля. Характерным недостатком и приведенной выше формулы, и хеш-функции, основанной на сети Фейштеля, является большая ресурсоемкость в отношении пароля. Для проведения только одного преобразования, например, блочным шифром с ключом длиной 128 бит используется 16 байт строки-пароля, а сама длина пароля редко превышает 32 символа. Следовательно, при вычислении хеш-функции над паролем будут произведено максимум 2 «полноценных» криптопреобразования.

Решение этой проблемы можно достичь двумя путями : 1) предварительно «размножить» строку-пароль, например, записав ее многократно последовательно до достижения длины, скажем, в 256 символов; 2) модифицировать схему использования криптоалгоритма так, чтобы материал строки-пароля "медленнее" тратился при вычислении ключа.

По второму пути пошли исследователи Девис и Майер, предложившие алгоритм также на основе блочного шифра, но использующий материал строки-пароля многократно и небольшими порциями. В нем просматриваются элементы обеих приведенных выше схем, но криптостойкость этого алгоритма подтверждена многочисленными реализациями в различных криптосистемах. Алгоритм получил название «Tandem DM»:

G0=0; H0=0 ;

FOR J = 1 TO N DO

BEGIN

TMP=EnCrypt(H,[G,PSWj]); H'=H XOR TMP;

TMP=EnCrypt(G,[PSWj,TMP]); G'=G XOR TMP;

END;

Key=[Gk,Hk]

Квадратными скобками (X16=[A8,B8]) здесь обозначено простое объединение (склеивание) двух блоков информации равной величины в один – удвоенной разрядности. А в качестве процедуры EnCrypt(X,Key) опять может быть выбран любой стойкий блочный шифр. Как видно из формул, данный алгоритм ориентирован на то, что длина ключа двукратно превышает размер блока криптоалгоритма. А характерной особенностью схемы является тот факт, что строка пароля считывается блоками по половине длины ключа, и каждый блок используется в создании хеш-результата дважды. Таким образом, при длине пароля в 20 символов и необходимости создания 128 битного ключа внутренний цикл хеш-функции повторится 3 раза.
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**Варианты заданий:**

Написать программу, реализующую методику хеширования паролей, используя в качестве блочного шифра для реализации алгоритма написанный ранее в лабораторной работе №4 блочный шифр (согласно варианту ЛР №4).

Максимальная длина пароля выбирается разработчиком алгоритма на его усмотрение, но не должна быть меньше 4 символов:

|  |  |
| --- | --- |
| № по журнальному списку | Длина пароля в символах |
| 1 | 10 |
| 2 | 11 |
| 3 | 12 |
| 4 | 13 |
| 5 | 14 |
| 6 | 15 |
| 7 | 16 |
| 8 | 17 |
| 9 | 18 |
| 10 | 19 |
| 11 | 10 |
| 12 | 11 |
| 13 | 12 |
| 14 | 13 |
| 15 | 14 |
| 16 | 15 |
| 17 | 16 |